To enable TLS 1.1, and TLS 1.2 in Internet Explorer (Version 11)

1.

On the Internet Explorer Tools menu, click Internet
Options. If you do not see a Tools menu, press the
[alt] key and you will then see the menu.
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2. In the Internet Options dialog box, click the Advanced

tab.
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3. In the Security category, check ‘Use TLS 1.1, and Use TLS 1.2’ (if

available).

Note: Itis important to check consecutive versions. Not selecting
consecutive versions (e.g. checking TLS 1.0 and 1.2, but not checking

1.1) could result in connection errors.
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the TLS 1.1, & 1.2 boxes.

Scroll to the bottom, and check

[ Restore advanced settings ]

Reset Internet Explorer settings

Resets Internet Explorer's settings to their default
conditian. _

You should only use this if your browser is in an unusable state.

@ Some settings are managed by your system administrator.
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4. Click OK.

5. Exit and restart Internet Explorer.




